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OSI MODEL:

OSI Model is a set of 7 conceptual layers that workout during any communication between two networking devices. It is a reference model.
OSI Model is a product of International Organization for Standardization (ISO) and is kept in mind while new devices and protocols are developed.

OSI Model LAYERS:

A Layer is a collection of conceptually similar functions that provide services to the layer above it and receives services from the layer below it.
1. Application Layer:
The very first layer (very last on remote device) from where the communication actually starts. This layer interacts with software applications that implement a communicating component.
Some examples of application layer implementations include Hypertext Transfer Protocol (HTTP), File Transfer Protocol (FTP), and Simple Mail Transfer Protocol (SMTP)
2. Presentation Layer:

It works as an interconnection between previous layer (Application layer) and underlying layer (Session Layer).

Actually used to encrypt, decrypt and translate data to be understandable for both of interconnected layer.

E.g.: AES-256 cipher is used to encrypt data when webserver sends data to browser who requested a website which has an SSL certificate installed with AES-256 cipher.
Browser decrypts that data with the use of key

Another simple example is communication of HTTP where character encoding is carried out…

3. Session Layer:

This one is used to establish, maintain and terminate connections (sessions).

E.g.: PPTP (Point to point tunneling protocol), RPC (remote procedure call), SSH (Secure Shell)
NOTE: SIP (Session Initiation Protocol) does not work at session layer, that one is application layer protocol
4. Transport Layer:

Transport layer works for the reliable data transfer… It performs the error control and flow control functionalities. 
Some protocols here are connection oriented and some are connection less.

Connection oriented protocols are good to keep track of data transferred…

Data on this Layer is in form of segments.

E.g.: TCP (Transmission Control protocol), UDP (User Datagram protocol)

5. Network Layer:

It actually controls the routing functionality.  IP addressing is carried out on this layer…
Data is in form of packets on this layer.

6. Data Link Layer:

Data Link layer handles the in and out of data from physical link.
In IEEE’s Lan Standards there are 2 sub layers of this layer.

Logical Link Control (LLC) IEEE 802.2

Media Access Control (MAC)

7. Physical Layer:

The physical layer is special compared to the other layers of the model, because it is the only one where data is physically moved across the network interface. All of the other layers perform useful functions to create messages to be sent, but they must all be transmitted down the protocol stack to the physical layer, where they are actually sent out over the network.
E.g.: Ethernet (802.3) , WLAN (802.11)

Explanation:

These layers work at both ends of communicating devices. At the end from where data is being sent, Application layers starts the work and then passes it’s result to underlying layer and so on… At  the end where data is being received, Physical layer receives data, data link layer checks if the destination physical address of frame matches with the physical address of this device, and then network layer passes the IP address checks, and at the end data is received at Application Layer to be understandable by end user or application…
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Figure 1- Type of data at each layer
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Figure 2 - Communication between 2 devices, representing OSI Model
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