



Explain Open Systems Interconnection (OSI) Reference Model with good examples::
When computers were first linked together into networks, moving information between different types of computers was a very difficult task.
In the early 1980s, the International Standards Organization (ISO) recognized the need for a standard network model. This would help vendors to create interpretable network devices. The Open Systems Interconnection (OSI) reference model, released in 1984, addressed this need.
The OSI model describes how information makes its way from application programs through a network medium to another application program in another computer. It divides this one big problem into seven smaller problems. 
Each of these seven problems is reasonably self-contained and therefore more easily solved without excessive reliance on external information. Each problem is addressed by one of the seven layers of the OSI model. The seven layers of the OSI model are:-
· application
· presentation
·  session
· transport
· network
· data-link
·  physical

The acronym used to remember these layers is: All People Seem To Need Data Processing.
The lower two OSI model layers are implemented with hardware and software.
The upper five are generally implemented only in software.

Advantages of Layered Approach
The layered approach to network communications provides the following benefits:
· reduced complexity

· improved teaching and learning

· modular engineering

· accelerated evolution

· interoperable technology

· standard interfaces

As the information to be sent descends through the layers of a system it looks less and less like human language and more and more like the 1s and 0s that a computer understands.

Let's look at an example of OSI-type communication. Assume that System A has information to send to System B. System A's application program communicates with System A's layer seven (Application Layer). Layer seven communicates with layer six which communicates with layer five and so on until System A's layer one is reached. The information traverses the physical medium and is received by System B's layer one.
It then ascends through System B's layers in reverse order until it finally reaches System B's application program.
Each of System A's layers has certain tasks it must perform. Each layer communicates directly with its adjacent layers. However, its primary concern in carrying out its tasks is to communicate with its peer layer in System B. 
For example, the primary concern of layer six in System A is to communicate with layer six in System B. It does this using its own layer protocol. Each layer's protocol exchanges information, called protocol data units (PDUs), between peer layers. Each layer uses a specific term for its PDU.
For example, in TCP/IP the transport layer, TCP communicates to the peer TCP function using "segments".
Each layer in System A must rely on services provided by its lower layers for it to communicate with its System B peer. The upper layer is said to be the service user while the lower layer is the service provider. The lower layer services are provided to the upper layer at a service access point (SAP). 
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	Layer
	Title

	 
	7
	Application

	Higher Layers
	6
	Presentation

	 
	5
	Session

	 
	4
	Transport

	 
	3
	Network

	Lower Layers
	2
	Data Link

	 
	1
	Physical


Layer 1 - The Physical Layer 

The physical layer functions include all physical aspects of communicating between two directly-connected physical entities. Typically these physical properties include electromechanical characteristics of the medium or link between the communicating physical entities such as connectors, voltages, transmission frequencies, etc. This layer summarizes the physics which underlie the communication path. 

Layer 2 - The Data Link Layer 

The data link layer accepts the unstructured bit stream provided by the physical layer and provides reliable transfer of data between two directly-connected Layer 2 entities. "Directly-connected" means that the Layer 2 entities' communication path does not require another Layer 2 entity. However, this does not imply a dedicated path; in the case of Ethernet, many Layer 2 entities can be sharing a common (physical) medium such as a coaxial cable or a 10BASE-T hub. 

Layer 2 functionality is limited in scope-delivery of messages over a local area. It could be likened to an intra-office correspondence between co-workers; there is a need for reliability but addressing is relatively simple. Local area networks (LANs) operate at Layer 2. 

The data link layer is itself conceptually subdivided into two sublayers-medium access control and logical link control-which more specifically define the primary aspects of data link layer functionality. However, this conceptual partitioning by the IEEE 802 committee is somewhat arbitrary and subject to debate. 
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Layer 3 - The Network Layer 

The network layer defines the functions necessary to support data communication between indirectly-connected entities. It provides the capability of forwarding messages from one Layer 3 entity to another until the final destination is reached. 

The network layer introduces another layer of abstraction to the data communications model. It moves messages-called packets or, more formally, network protocol data units (NPDUs)-between communicating Layer 3 entities-called end systems, nodes or hosts. Network layer functions include route determination or routing and forwarding of packets to their final destinations. 

In order to forward a packet to its destination host, routing information must be provided to theintermediate systems (ISs) or routers responsible for forwarding packets to their respective destinations. This routing information includes the address of the destination, which is contained in each packet. The next hop to be traversed by the packet is determined primarily by this destination address.


Layer 4 - The Transport Layer 

The transport layer is concerned with getting Layer 4 messages-called segments or, more formally, transport protocol data units (TPDUs) -from source to destination in a reliable manner. The perspective of Layer 4 is of end-to-end communications rather than the hop-by-hop perspective of Layer 3. Layer 4 assumes that packets can be moved from network entity to network entity, eventually getting to the final destination host. How this is accomplished is of no concern to Layer 4 functionality. 

Like other layers, transport layer protocols can be either connection-oriented or connectionless, depending on the services required by higher layers. A common implementation of Layers 3 and 4 involves a connection-oriented transport layer protocol running over a connectionless network layer protocol, such as the ubiquitous TCP/IP protocol suite. In this instance, the communicating hosts maintain state information on communications with each other to determine when and what to send. This state information defines the connection between the communicating Layer 4 entities. 


Layer 5 - The Session Layer 

The session layer provides a control structure for communication between applications on hosts. The communication at layer 5 is called a session, which defines the relative timing of communications between the hosts' applications. Synchronization of communicating applications comes into play when coordinated timing of corresponding events at the endpoints is imperative, such as in financial transactions. 

Remember, layers define communication functions, not implementations. It is unlikely that a session layer would be explicitly implemented as a stand-alone program, although its functions would be implemented somewhere. Session layer functions depend on the reliability of communications between the endpoints, and session layer functions must therefore be implemented above Layer 4. 

Layer 6 - The Presentation Layer

The Presentation layer performs code conversion and data reformatting (syntax translation). It is the translator of the network, making sure the data is in the correct form for the receiving application. Of course, both the sending and receiving applications must be able to use data sub-scribing to one of the available abstract data syntax forms.

Layer 7 - The Application Layer 

The application layer provides the services which directly support an application running on a host. These services are directly accessible by an application via common well-known application program interfaces (APIs), which can actually occur at many layers. Examples of layer 7 services include FTP (file transfer protocol), Telnet and SNMP (simple network management protocol). Most network management activities are based on the services provided by layer 7 application entities, which in turn rely on lower layer services to be able to perform their functions. 


