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Definition of Wi-Fi:





    Wi-Fi is the acronym for Wireless Fidelity, essentially a set of standards for transmitting data over a wireless network. Wi-Fi allows you to connect to the net at broadband speeds without cables, as long as you have the right equipment and, in most cases, a regular internet service provider and a Wi-Fi account. To understand the technology behind Wi-Fi, imagine using a walkie-talkie.

Wireless Fidelity is its unofficial. It is a wireless technology brand owned by the Wi-Fi Alliance intended to improve the interoperability of wireless local area network products based on the IEEE 802.11 standards.

Common applications for Wi-Fi include Internet and VoIP phone access, gaming, and network connectivity for consumer electronics such as televisions, DVD players, and digital cameras.
Wi-Fi Alliance is a consortium of separate and independent companies agreeing to a set of common interoperable products based on the family of IEEE 802.11 standards. Wi-Fi certifies products via a set of established test procedures to establish interoperability. Those manufacturers that are members of Wi-Fi Alliance whose products pass these interoperability tests can mark their products and product packaging with the Wi-Fi logo.


Meaning of term "Wi-Fi":











  Despite the similarity between the terms "Wi-Fi" and "Hi-Fi", statements reportedly made by Phil Belanger of the Wi-Fi Alliance contradict the popular conclusion that "Wi-Fi" stands for "Wireless Fidelity". According to Mr Belanger, the Interbrand Corporation developed the brand "Wi-Fi" for the Wi-Fi Alliance to use to describe WLAN products that are based on the IEEE 802.11 standards. In Mr Belanger's words, "Wi-Fi and the yin yang style logo were invented by Interbrand. We [the founding members of the Wireless Ethernet Compatibility Alliance now called as the Wi-Fi Alliance] hired Interbrand to come up with the name and logo that we could use for our interoperability seal and marketing efforts. We needed something that was a little catchier than 'IEEE 802.11b Direct Sequence'."
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The Wi-Fi Alliance themselves invoked the term "Wireless Fidelity" with the marketing of a tag line, "The Standard for Wireless Fidelity", but later removed the tag from their marketing. The Wi-Fi Alliance now seems to discourage the propagation of the notion that "Wi-Fi" stands for "Wireless Fidelity", but it has been referred to as such by the Wi-Fi Alliance in White Papers currently held in their knowledge base: "…a promising market for wireless fidelity (Wi-Fi) network equipment. And "A Short History of WLANs … The association created the Wi-Fi (Wireless Fidelity) logo to indicate that a product had been certified for interoperability. 

Historical Background:











   Wi-Fi uses both single carrier direct-sequence spread spectrum radio technology (part of the larger family of spread spectrum systems) and multi-carrier OFDM (Orthogonal Frequency Division Multiplexing) radio technology. These regulations then enabled the development of Wi-Fi, its onetime competitor HomeRF, and Bluetooth.

Unlicensed spread spectrum was first made available by the Federal Communications Commission in 1985 and these FCC regulations were later copied with some changes in many other countries enabling use of this technology in all major countries. The FCC action was proposed by Michael Marcus of the FCC staff in 1980 and the subsequent regulatory action took 5 more years. It was part of a broader proposal to allow civil use of spread spectrum technology and was opposed at the time by main stream equipment manufacturers and many radio system operators.

The precursor to Wi-Fi was invented in 1991 by NCR Corporation/AT&T (later Lucent & Agere Systems) in Nieuwegein, the Netherlands. It was initially intended for cashier systems; the first wireless products were brought on the market under the name Wave LAN with speeds of 1 Mbit/s to 2 Mbit/s. Vic Hayes, who held the chair of IEEE 802.11 for 10 years and has been named the 'father of Wi-Fi,' was involved in designing standards such as IEEE 802.11b, and 802.11a. 

Purposes of Wi-Fi: 











    A Wi-Fi enabled device such as a PC, game console, cell phone, MP3 player can connect to the Internet when within range of a wireless network connected to the Internet. The area 
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Covered by one or more interconnected access points is called a hotspot. Hotspots can cover as little as a single room with wireless-opaque walls or as much as many square miles covered by overlapping access points. Wi-Fi can also be used to create a mesh network. Both architectures are used in community networks.

Wi-Fi also allows connectivity in peer-to-peer (wireless ad-hoc network) mode, which enables devices to connect directly with each other. This connectivity mode is useful in consumer electronics and gaming applications.

When the technology was first commercialized there were many problems because consumers could not be sure that products from different vendors would work together. The Wi-Fi Alliance began as a community to solve this issue so as to address the needs of the end user and allow the technology to mature. The Alliance created the branding Wi-Fi CERTIFIED to show consumers that products are interoperable with other products displaying the same branding.

Many consumer devices use Wi-Fi. Amongst others, personal computers can network to each other and connect to the Internet, mobile computers can connect to the Internet from any Wi-Fi hotspot, and digital cameras can transfer images wirelessly.

Routers which incorporate a DSL or cable modem and a Wi-Fi access point are often used in homes and other premises, and provide Internet access and internetworking to all devices connected wirelessly or by cable into them. Devices supporting Wi-Fi can also be connected in ad-hoc mode for client-to-client connections without a router.

Business and industrial Wi-Fi is widespread as of 2007. In business environments, increasing the number of Wi-Fi access points provides redundancy, support for fast roaming and increased overall network capacity by using more channels or creating smaller cells. Wi-Fi enables wireless voice applications (Vow LAN or WVOIP). Over the years, Wi-Fi implementations have moved toward 'thin' access points, with more of the network intelligence housed in a centralized network appliance, relegating individual Access Points to be simply 'dumb' radios. Outdoor applications may utilize true mesh topologies. As of 2007 Wi-Fi installations can provide a secure computer networking gateway, firewall, DHCP server, intrusion detection system, and other functions.
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HOW DOES Wi-Fi WORK?







       1: Wi-Fi uses antennas around which Wi-Fi "hotspots" are created. The hotspots are outlets equipped to receive the radio waves that power wireless networking. Until recently, Wi-Fi has been confined to more than 10,000 hot-spots in cafes, bars and airport lounges. But various projects are under way to set up city-wide zones, where a series of antennas are installed in the streets, on lampposts or street signs. The hotspots around them together create a much wider area of coverage. Norwich has a mesh network which links each lamppost antenna to the next creating a seamless Wi-Fi hotspot around the centre of the city. 

2: The source internet connection is provided by a PC or server to which the antennas are connected either wirelessly or via a cable. 

3: Some mobile phones and personal digital assistants (PDA) now have Wi-Fi chips installed. With mobile phones, this means conventional networks can be bypassed and inexpensive long-distance calls made over the web (using Voice over Internet Protocol, VoIP). 

4: Many laptops and handheld computers now come with built-in Wi-Fi connectivity; it is also possible to add Wi-Fi to your computer with a special card that plugs into a port on your laptop.
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Fig: Wi-Fi Graphics.
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Disadvantages of Wi-Fi:
· Power consumption is fairly high compared to some other low-bandwidth standards, such as Zigbee and Bluetooth, making battery life a concern.

· The security can easily be beaked if are not configured. It mainly causes problems for the novice users.

· Interoperability issues between different brands can disrupt connections or lower throughput speeds on other user's devices that are within range.

· Wi-Fi networks have limited range. A typical Wi-Fi home router using 802.11b or 802.11g with a stock antenna might have a range of 32 m (120 ft) indoors and 95 m (300 ft) outdoors. Range also varies with frequency band.

· Many 2.4 GHz 802.11b and 802.11g Access points default to the same channel on initial start up, contributing to congestion on certain channels. To change the channel of operation for an access point requires the user to configure the device.

Advantages:

· A Wi-Fi enabled device such as a PC, game console, cell phone, MP3 player or PDA can connect to the Internet when within range of a wireless network connected to the Internet.

· Personal computers can network to each other and connect to the Internet; mobile computers can connect to the Internet from any Wi-Fi hotspot.

· Digital cameras can transfer images wirelessly.

· Devices supporting Wi-Fi can also be connected in ad-hoc mode for client-to-client connections without a router.

· Wi-Fi enables wireless voice applications (Vow LAN or WVOIP)

~`Compononents of Wi-Fi Network`~

1) Wireless Access Points:
                                                               Wireless access points connect a group of wireless devices to an adjacent wired LAN. An access point is similar to an Ethernet hub, relaying data between connected wireless devices in addition to a (usually) single connected wired device, most often an 
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Ethernet hub or switch, allowing wireless devices to communicate with other wired devices.
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2) Wireless Adapters:

	Wireless adapters allow devices to connect to a wireless network. These adapters connect to devices using various external or internal interconnects such as PCI, miniPCI, USB, Express Card, Card bus and PC card. Most new laptop computers are equipped with internal adapters. Internal cards are generally more difficult to install.
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3) Wireless Routers:                                                       

	                     Wireless routers integrate WAP, Ethernet switch, and internal Router firmware application that provide IP Routing, NAT, and DNS forwarding through an integrated WAN interface. A wireless router allows wired and wireless Ethernet LAN devices to connect to a (usually) single WAN device such as cable modem or DSL modem. A wireless router allows all three devices (mainly the access point and router) to be configured through one central utility. This utility is most usually an integrated web server which serves web pages to wired and wireless LAN clients and often optionally to WAN clients. This utility may also be an application that is run on a desktop computer 
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4) Wireless Ethernet Bridges:

                                                  Wireless Ethernet bridges connect a wired network to a wireless network. This is different from an access point in the sense that an access point connects wireless devices to a wired network at the data-link layer. Two wireless bridges may be used to connect two wired networks over a wireless link, useful in situations where a wired connection may be unavailable, such as between two separate homes.
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5) Wi-Fi Repeaters:

	         Wireless range extenders or wireless repeaters can extend the range of an existing wireless network. Range extenders can be strategically placed to elongate a signal area or allow for the signal area to reach around barriers such as those created in L-shaped corridors. Wireless devices connected through repeaters will suffer from an increased latency for each hop. Additionally, a wireless device at the end of chain of wireless repeaters will have a throughput that is limited by the weakest link within the repeater chain.
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6) Antenna Connectors:

	             Most commercial devices (routers, access points, bridges, repeaters) designed for home or business environments use either RP-SMA or RP-TNC antenna connectors. PCI wireless adapters also mainly use RP-SMA connectors. Most PC card and USB wireless only have internal antennas etched on their printed circuit board while some have MMCX connector or MC-Card external connections in addition to an internal antenna. A few USB cards have a RP-SMA connector. Most Mini PCI wireless cards utilize Hirose U.FL connectors, but cards found in various wireless appliances contain all of the connectors listed. Many high-gain (and homebuilt antennas) utilize the Type N connector more commonly used by other radio communications methods
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Types of Wi-Fi:

                          There are four types of Wi-Fi depending upon their speed, security and Quality.

	1) 802.11b

2) 802.11g

3) 802.11a

4) 802.11n
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