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TERMS USED FURTHER
OSI:                          

Hierarchical:             means each upper level protocol is supported by one or more lower level protocols.
Modules:                    layers
Best effort:                 effort to transmit but with no guarantees
ARP:                          address resolution protocol
RARP:                        reverse address resolution protocol
ICMP:                        internet control message protocol
IGMP:                        internet group message protocol
IP:         

internet protocol
TCP:     

transmission control protocol

UDP:    

user datagram protocol
SCTP:  

stream control transmission protocol

HOST:   

means remote computer

PACKETS: 

when IP attach with the data it will become packet.

LABEL:

 the addresses given to the processes to receive data simultaneously.
Connection oriented: term refers that a connection is developed between sending and receiving ends before the transmission of data.
SEGMENTS:

small packets/chunks of data.
CHECKPOINTS:  
check whether the data is fully received and acknowledged.
Introduction to TCP/IP Model

Also known as “TCP/IP protocol suite”.

It was build prior to OSI model. Its layers do not exactly match the layers of OSI model.

There are four layers in TCP/IP model that are;

· Host to Network (also called host to host) layer

· Internet layer

· Transport layer

· Application layer

Host to Network layer is equivalent to the combination of the Physical and Data Link layers in the OSI model. Internet layer is equivalent to the network layer of OSI model.

Transport layer performs the functions normally similar to the Transport layer of the OSI model. Application layer is roughly equivalent to the combination of the session, presentation and application layers of the OSI model.

TCP/IP is a hierarchical protocol made up of interactive modules, each of which provides a specific functionality (modules are not necessarily interdependent).

The first three layers of TCP/IP model provide physical standards, network interfaces, internetworking and transport functions that correspond to the first four layers of the OSI model.
Host to Network layer:

TCP/IP does not define any specific protocols. It supports all the standard and proprietary protocols. It tells about the network used. A network in a TCP/IP internetwork can be a local area network (LAN) or a wide area network (WAN).

OVERVIEW of Internet layer

At this layer, TCP/IP supports the internet protocol. IP, in turn, uses four supporting protocols:

1. ARP

2. RARP

3. ICMP

4. IGMP

 Detail of Internet layer

Internet protocol:

Is the transmission mechanism used by the TCP/IP protocols? It is an unreliable and connectionless protocol

IP transports data in the form of packets called datagram.

Unreliability means it does its best to get a transmission through to its destination, but with no guarantees.

Best Effort Delivery Service:

It is a best effort delivery service means IP provides no error checking or tracking.

The limited functionality of IP should not be considered its weakness. It frees the user to add only those facilities necessary for a given application and thereby allows for maximum efficiency.

ARP:

Used to associate a logical address with a physical address. On a typical physical network, such as LAN, each device on a link is identified by a physical or station address, usually imprinted on the network interface card. It is used to find the physical address of the node (host) when its Internet address is known.

RARP:

Allows a host to discover its internet address when it knows only its physical address. It is used when a computer is connected to a network for the first time.

ICMP:

Is a mechanism used by hosts and gateways to send notification of datagram problems back to the sender? ICMP sends query and error reporting messages.

IGMP:

Used to facilitate the simultaneous transmission of a message to a group of recipients.

OVERVIEW OF TRANSPORT LAYER

We can represent a transport layer with the “three protocols”. (Another protocol that is also use here is IP)
· UDP

· TCP

· SCTP

  IP:

  IS a host to host protocol, how?

  It can deliver a packet from one place to another.

UDP AND TCP:

        Both are transport level protocol, how?

  Because they are responsible for delivery of a message from a process to another process.
       SCTP:

  IS a new transport layer protocol, HOW?
  Devised to meet the needs of some newer applications.

DETAIL OF TRANSPORT LAYER
 UDP:

Is a process to process protocol only adds  port addresses, checksum error control, length information  to the data from upper layer.
Port address:




Suppose if computer “A” is communicated with computer “C” by using a protocol. At the same time, computer “A” communicates with computer “B” by using another protocol. 



To receive data simultaneously, we need to label these processes. The label which is assigned to a process is called port address



Length of a port address = 16bits

Checksum error control:




The technique used to detect errors is called checksum.
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Length information:

UDP LENGTH = IP LENGTH - IP HEADER’S LENGTH

TCP:



Provides full transport layer services to applications. It is a reliable “stream transport protocol”. (Term stream means connection oriented).

At the sending ends (of each transmission):






TCP divides a stream of data in to smaller units called segments. Segments are carried inside IP Datagram.
At the receiving ends (of each transmission):







TCP collects each datagram as it comes in and reorders the transmission.
SCTP:



Provides support for newer applications. Such as voice over internet.

      Also combines features of UDP and TCP.
OVERVIEW OF APPLICATION LAYER
Is equivalent to combined session, presentation and application layer of OSI model. Provide all the features of these layers combinely. Such as,

· Dialogue Control

· Synchronization of bits

· Translation 

· Encryption of data
· Compression 

· Provide network virtual terminal

· File transfer, access and management 
· Mail services
· Directory services

DETAIL OF APPLICATION LAYER

Dialogue Control:

This layer allows at a time two systems to enter in a dialogue. It allows communication between two processes at a time. Its communication can be done either in half duplex mode or full duplex mode.
Synchronization of bits:

This layer adds checkpoints to a stream of data for the synchronization of bits.

Translation:
The data and information which is transmitted in the form of character strings, numbers or so on. That must be changed in to bit streams before being transmitted.Because different computers use different encoding systems.

Encryption of data:

This layer provides encryption of data to provide security for system and privacy to a system.
Compression:

This layer provides compression of data means the number of bits contained in the information reduces, repetition will be removed.
      Provide network virtual terminal:

Is a software version of a physical terminal that allows the user to log onto a remote host? This application creates a software emulation of a terminal at the remote host. That host believes that it is communicating with one of its own terminals and allows the user to log on.
        File transfer, access and management:
This application allows a user to access files in a remote host, to retrieve files from and to manage files in a remote host. 
       Mail services:

This layer also provides E-mail forwarding and storage.
     Directory services:
This layer provides distributed database sources and access to global information about various objects and services.
 CONCLUSION
OSI model specifies which functions belong to each of its layers (there exists interdependence between layers). But layers of TCP/IP protocol suite contain relatively independent protocols that can be mixed and matched depending on the needs of system.
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